
CGM MANAGED SERVICES

AUTHENTICATE

DATA PROTECTION – AN IMPORTANT 
TASK IN EVERY PRACTICE.

In order to provide a pleasant working atmosphere for staff 

and ensure shorter waiting times for patients, it is essenti-

al for everything to run smoothly at doctor’s surgeries and 

dental practices. The constant need to log in and out of PC’s 

is one of the most annoying everyday tasks faced by emplo-

yees. At the same time, it is extremely important in terms 

of protecting work stations against unauthorized access and 

data misuse. Although simplified passwords can help reduce 

this problem, they compromise security and do not offer a 

full solution.

BENEFITS AT A GLANCE

•  �Automatic log-on and log-off deliver smooth  

processes and a high degree of security

•  �Rapid and contactless log-on

•  �Meets the highest data security standards

•  �High level of convenience – CGM devices are 

already equipped to run the system, and existing 

hardware can be easily upgraded

•  �Centralized management of access rights  

(1 person to 1 computer | 1 person to more than  

1 computer | more than 1 person to 1 computer)

•  �Automatic documentation of all log-in/log-out 

activities

•  �Simple but robust code created individually for 

each staff member



BEST POSSIBLE PROTECTION –  
YET RAPID ACCESS.

AUTHENTICATE by CGM offers customers an easy but  

effective solution that works on the basis of a proximity  

sensor. The system is automatically blocked when an em-

ployee leaves the defined work area. The staff member in 

question is then simply logged back on as soon as he or she 

re-enters the specified zone. This saves doctors and other 

surgery colleagues the trouble of having to keep typing the 

same keyboard sequences. It also enables them to comply 

with data protection stipulations and adopt smooth work 

patterns that provide an increased focus on patient care.

STANDARD FOR  
CGM PROFESSIONAL LINE 

Before leaving the factory, CGM PROFESSIONAL LINE  

devices are pre-programmed with enhanced features that  

allow them to run AUTHENTICATE. Existing hardware based 

on Windows 10 Pro can be upgraded without difficulty. The  

range at which the system operates can be individually 

adjusted for each PC. AUTHENTICATE facilitates auto-

matic and convenient log-in via single-factor authen-

tication. There is also the option of even more secure  

2-factor authentication via entry of an additional PIN. 

Integration can take place both for domain-based  

environments and for work groups. 
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Further information is available on our Confluence Site. You may also contact Hardware Product Ma-

nagement via e-mail at christian.schulz@cgm.com or by telephone on  T +49 (0) 261 8000-1533


